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SBC Regulatory Alert: SEC Proposes Cybersecurity Rules for Investment 
Advisors 

PROPOSED SEC RULE 206(4)-9 and RULE 38a-2 

As SEC Chair Gensler has previously indicated, the SEC is 

considering several rule changes to strengthen the 

cybersecurity programs of SEC registrants. These current 

proposals, focused on SEC-registered investment advisers 

and funds, seek to improve business practices around 

cybersecurity and cyber risks, specifically maintaining the 

security of data, IT systems, and networks, promoting 

resiliency and incident response, and addressing the 

timeliness and materiality of cybersecurity incident 

notifications and disclosures. Registered investment 

advisers, investment companies, and investment funds 

should consider how these proposals will impact their 

current operations and risk management strategies, as 

well as reporting and disclosures activities. 

 

FEBRUARY 2022 
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EXECUTIVE SUMMARY 
 

• The SEC has proposed rules related to cybersecurity risk management that are intended to promote 

cybersecurity preparedness and resilience for registered investment advisers (advisers) and investment 

companies (funds). As proposed, the rules would establish several new requirements, as outlined below. 

• Cybersecurity Risk Management Policies and Procedures. The proposal presents two new rules, Rule 206(4)-9 

under the Investment Advisers Act and Rule 38a-2 under the Investment Company Act, that would require both 

advisers and funds to adopt and implement written policies and procedures “reasonably” designed to address 

cybersecurity risks. These policies and procedures would be required to address the following general elements: 

• Risk assessments. Periodic assessment, categorization, prioritization, and documentation of 

cybersecurity risks related to data and information, IT systems, and service providers. 

• User security and access. Controls to minimize user-related risks and prevent unauthorized access to 

information and systems, including consideration of acceptable use policies, multi-factor authentication, 

tiered access, and remote access controls.  

• Information protection. Periodic assessment of IT systems and data to protect from unauthorized 

access or use, including assessing the sensitivity and importance of information to adviser or fund 

operations, whether certain information is personal information, where and how the information is 

accessed, controls and malware protections, and the potential impact of a cybersecurity incident on 

business continuity. 

• Threat and vulnerability management. Proactive and ongoing detection, mitigation, and remediation of 

cybersecurity threats and vulnerabilities with respect to information and IT systems, including policies to 

establish accountability, threat intake processing, assignments, escalations, remediations, and 

remediation testing. 

• Cybersecurity incident response and recovery. Measures to detect, respond to, and recover from 

cybersecurity incidents, including policies and procedures for business continuity, protection of IT 

systems and information, and cybersecurity incident communications, both internal and external, to 

both the SEC and clients. 

• In addition, the rules would require: 

• Annual Review and Written Reports. Advisers and funds would be required to review and assess the 

design and effectiveness of their cybersecurity risk management policies and procedures at least once 

annually, and prepare a written report noting changes in cybersecurity risk over time. 

• Fund Board Oversight. Rule 38a-2 would require a fund’s board to initially approve a fund’s 

cybersecurity risk management policies and procedures, and to review the annual written report. 

• Recordkeeping. Proposed amendments to Rule 204-2 would require investment advisers to maintain 

certain records of their cybersecurity risk management policies and procedures and cybersecurity 

incidents for a period of five years. Proposed Rule 38a-2 would similarly require investment funds to 

maintain records of their cybersecurity policies and procedures, and other related records. 

• Cybersecurity Incident Reporting. Proposed Rule 204-6 would require advisers to report “significant 

cybersecurity incidents” to the SEC, including on behalf of a client that is a registered investment company or 

business development company, or a private fund. 

• A “significant cybersecurity incident” would be defined as an incident, or group of related incidents, that 

significantly disrupts or degrades the ability of an adviser, or a private fund client of the adviser, to 

maintain critical operations or leads to the unauthorized access or use of information and results in 

substantial harm to the adviser or client or investor in a private fund whose information was accessed. 

• A “significant cybersecurity incident” for a fund would be defined similarly and could include cyber 

events that impact a fund’s ability to redeem investors, calculate NAV or otherwise conduct its business. 

• “Substantial harm” would be defined to include, but would not be limited to, significant monetary 

losses, thefts of intellectual property of the adviser, or thefts of personal or proprietary information of 

the client. 

• If advisers experience a significant cybersecurity incident, the proposed rules would require them to 

report the incident by confidentially submitting the proposed new Form ADV-C within 48 hours of 

https://www.sec.gov/files/rules/proposed/2022/33-11028.pdf
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recognizing the incident has occurred or is occurring. Additionally, advisers would be required to amend 

Form ADV-C submissions within 48 hours of recognizing that previous reports are materially inaccurate. 

• Cybersecurity Risk and Incident Disclosures. The proposal would also amend the advisers’ Form ADV Part 2A to 

require disclosure of both cybersecurity risks and incidents (including incidents other than significant incidents) 

to current and prospective clients that could materially affect the advisory relationship. “Materiality” in this 

instance would be based on whether there is a “substantial likelihood” that a reasonable client would consider 

the information important based on the total mix of facts and information (e.g., disrupt services, compromise 

data, client harm). Amendments to Rule 204-3(b) would require advisers to deliver interim disclosure 

amendments to existing clients promptly if the adviser adds or materially revises disclosure of a cybersecurity 

incident. 

• Similarly, the proposal amends several forms for funds’ disclosure of cybersecurity risks and incidents, 

including description of any significant cybersecurity incidents that have occurred in the last two fiscal 

years. These proposals affect Form N-1A, Form N-2, Form N-3, Form N-4, Form N-6, Form N-8B-2, and 

Form S-6. 

• The SEC is seeking public comments on the proposed rules. The SEC states the public comment period 

will remain open for 60 days following the publication of the proposing release on the SEC’s website or 

30 days following the publication of the proposing release in the Federal Register, whichever period is 

longer. 

  

ABOUT SECURITY BASECAMP 

 

Security Basecamp is a consulting firm focused exclusively in the financial services industry. We partner with executives 

and managers to facilitate effective business planning and help you competitively leverage technology for profitable 

growth. Our mission is to help financial services firms solve their most challenging strategic business issues through 

critical thinking, rigorous project management, and/or the savvy use of practical technologies. 

 

Collectively, our consultants have managed more than 100 strategy, operations, technology, compliance, and business 

development projects over the past 25 years. We bring a business-oriented approach to completing cybersecurity 

projects and the technical acumen to work effectively with your internal IT staff. We help you manage the cybersecurity 

analysis, action planning, and execution that your busy management team doesn’t have the time or resources to lead. 

We offer three primary cybersecurity services: 1) Risk Assessments, 2) a vCISO Service, and 3) Vendor Cybersecurity Due 

Diligence.  To learn more, visit our website www.securitybasecamp.com or call (949) 330-0899. 

 

 

AUTHOR INFORMATION 

 

Paul Osterberg 

Managing Director, Security Basecamp 

(949) 330-0899 

posterberg@securitybasecamp.com 

  

http://www.strategybasecamp.com/
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APPENDIX 

 

Notable Regulatory Guidance 

 

NASD (n/k/a FINRA) Rules of Fair Practice have always required confidential treatment of customer information. 

Regulation S-P1 further strengthened this requirement. Brokers, dealers, investment companies, and investment 

advisers registered with the SEC are required to: 

1. Adopt reasonably designed written policies and procedures addressing administrative, technical and physical 

safeguards for the protection of customer information and records; and 

2. Protect against any anticipated threats or hazards to the security or integrity of customer records and 

information, and against unauthorized access to or use of customer records or information. 

 

Business practices have evolved significantly since the time that FINRA and the SEC originally issued guidance 

regarding the protection of customer information. Each, as summarized below, have issued detailed cybersecurity 

reports to regulated institutions that provide guidance regarding vendor management. States, most notably New 

York (effective now) and California (to be effective in early 2020), have enacted legislation and those of the New York 

Department of Financial Services (NY-DFS) are highlighted below.  

 

FINRA 

 

FINRA published a Report on Cybersecurity Practices2 in the broker dealer industry to highlight effective practices 

that firms should consider to strengthen their cybersecurity programs. FINRA stated that the report “does not create 

any new legal requirements or change any existing regulatory obligations. Our expectation is that firms will use the 

report to assess and strengthen their cybersecurity practices.”  

 

The report has a section dedicated to Vendor Management. FINRA stated, “Broker dealers typically use vendors for 

services that provide the vendor with access to sensitive firm or client information or access to firm systems. Firms 

should manage cybersecurity risk exposures that arise from these relationships by exercising strong due diligence 

across the lifecycle of their vendor relationships.”3 Key points of the section on Vendor Management include the 

following. 

 

• Firms should manage cybersecurity risk that can arise across the lifecycle of vendor relationships using a risk-

based approach to vendor management. Effective practices to manage vendor risk include: 

• performing pre-contract due diligence on prospective service providers. This due diligence provides a 

basis for the firm to evaluate whether the prospective vendor’s cybersecurity measures meet the 

firm’s cybersecurity standards; 

• establishing contractual terms appropriate to the sensitivity of information and systems to which the 

vendor may have access, and which govern both the ongoing relationship with the vendor and the 

vendor’s obligations after the relationship ends; 

• performing ongoing due diligence on existing vendors; 

• including vendor relationships and outsourced systems as part of the firm’s ongoing risk assessment 

process; 

• establishing and implementing procedures to terminate vendor access to firm systems immediately 

upon contract termination; and 

• establishing, maintaining and monitoring vendor entitlements to align with firm risk appetite and 

information security standards. 

 
1 Morrison & Foerster LLP, Broker Dealer Cybersecurity: Protect Yourself or Pay the Price, January 10, 2014: Regulation S-P became 

effective in November 2000, and compliance with the rules and regulations has been mandatory since July 1, 2001. 
2 FINRA, Report on Cybersecurity Practices (February 3, 2015). 
3 Ibid, page 2. 
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• Analyzing FINRA’s requirements makes it essential that vendor risk management be an on-going activity and 

that it involves the application of cybersecurity standards. Key problems facing our industry include the 

reality that first, most firms (in particular, small financial advisory firms), do not have the resources required 

to effectively perform cybersecurity due diligence of their vendors and second, often do not know the 

standards that should be applied. 

• Firms across many industry sectors rely on third-party vendors for a range of services. As recent incidents 

have shown, these same vendors can also be a significant source of cybersecurity risk. These risks can arise in 

different ways, for example, if a vendor or one of its employees misuses firm data or systems, if the vendor 

itself is subject to a cyberattack that compromises vendor systems or firm data, or if an attack on a vendor 

becomes a vector for an attack on a firm’s systems. Firms need an effective vendor management program in 

place to help guard against these risks.4  

• The Notice to Members footnoted in this statement relates to “outsourcing” and in summary, broker dealers 

or regulated entities FINRA wished to “remind members that, in general, any parties conducting activities or 

functions that require registration under NASD rules will be considered associated persons of the member, 

absent the service provider separately being registered as a broker dealer and such arrangements being 

contemplated by NASD rules (such as in the case of clearing arrangements)” and that “in addition, 

outsourcing an activity or function to a third-party does not relieve members of their ultimate responsibility 

for compliance with all applicable federal securities laws and regulations and NASD and MSRB rules 

regarding the outsourced activity or function.” In other words, it is the regulated institution that is being held 

accountable (not necessarily the third-party to which an important business function is being outsourced). 

 

Office of Compliance Inspections and Examinations (OCIE) of the U.S. Securities and Exchange Commission (SEC) 

 

OCIE stated in its 2019 Examination Priorities letter that it “will continue to prioritize cybersecurity in each of its five 

examination programs. Examinations will focus on, among other things, proper configuration of network storage 

devices, information security governance generally, and policies and procedures. Specific to investment advisers, 

OCIE will emphasize cybersecurity practices at investment advisers with multiple branch offices, including those that 

have recently merged with other investment advisers, and continue to focus on, among other areas, governance and 

risk assessment, access rights and controls, data loss prevention, vendor management, training, and incident 

response.”5 

As it relates to vendor management, areas that the OCIE has stated it will review include:  

• Vendor Management Policies and Procedures: Maintain firm policies and procedures related to third-party 

vendors, such as those addressing the following:  

o Due diligence regarding vendor selection;  

o Contracts, agreements, and the related approval process;  

o Supervision, monitoring, tracking, and access control; and  

o Any risk assessments, risk management, and performance measurements and reports required of 

vendors. 

• Third-party Access:  Maintain information regarding third-party vendors with access to the firm’s network or 

data, including the services provided and contractual terms related to accessing your firm networks or data. 

• Third-party Risk Contingency Planning:  Maintain information regarding written contingency plans the firm 

has with its vendors concerning, for instance, conflicts of interest, bankruptcy, or other issues that might put 

the vendor out of business or in financial difficulty. 

 

On September 26, 2018, the U.S. Securities and Exchange Commission (“SEC”) announced that Voya Financial 

Advisors Inc. (“VFA”), a Des Moines-based broker dealer and investment advisor, agreed to pay $1 million to settle 

charges related to an April 2016 data breach that gave unauthorized access to the personally identifiable information 

of at least 5,600 VFA customers. Even though this is the first SEC enforcement action under the Identity Theft Red 

Flags Rule, and just the third involving the Safeguards Rule (the previous two actions were brought in 2014 and 2016, 

 
4 See Notice to Members 05-48  for further information about firms’ obligations in outsourcing arrangements. 
5 See OCIE 2019 Examinations Letter 

http://www.finra.org/industry/notices/05-48
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respectively6), SEC scrutiny of broker dealer and investment advisor cybersecurity has long been on the horizon. In 

September 2017, the SEC announced the creation of a Cyber Unit within the Enforcement Division in order to police 

cyber-related misconduct. In February of 2018, the SEC issued new guidance to public companies on how to disclose 

cybersecurity risks and incidents to investors. In April 2018, the SEC settled claims with Altaba Inc. (formerly Yahoo! 

Inc.) in the amount of $35 million in connection with Yahoo’s failure to timely disclose a 2014 data breach of 

hundreds of millions of user accounts. This action is consistent with the SEC’s increased focus on cybersecurity and 

serves as a reminder to companies that the SEC will likely continue to pursue actions under the Safeguards Rule and 

Identity Theft Red Flags Rule7. Additionally, it is possible that the SEC will find software firms held more accountable 

for the mishandling of a breach. 

 

New York Department of Financial Services (NY-DFS) 

 

The NY-DFS Cybersecurity Regulation (23 NYCRR 500) is a set of regulations from the New York Department of 

Financial Services that places new cybersecurity requirements on financial institutions. It is generally viewed as one 

of the most prescriptive sets of law in the area of cybersecurity. The NY-DFS Cybersecurity Regulation applies to all 

entities (aka, a Covered Entity) operating under NY-DFS licensure, registration, charter, or those that are otherwise 

DFS regulated. Some broker dealers have chosen to follow it, while others have not. The regulation also applies to 

unregulated third-party service providers working with those regulated entities. 

 

Section 500.11, Third-Party Service Provider Security Policy, of the law states: 

 

a. Third-party Service Provider Policy. Each Covered Entity shall implement written policies and procedures 

designed to ensure the security of Information Systems and Nonpublic Information that are accessible 

to, or held by, Third-party Service Providers. Such policies and procedures shall be based on the Risk 

Assessment of the Covered Entity and shall address to the extent applicable: 

(1) the identification and risk assessment of Third-Party Service Providers; 

(2) minimum cybersecurity practices required to be met by such Third-Party Service Providers for 

them to do business with the Covered Entity; 

(3) due diligence processes used to evaluate the adequacy of cybersecurity practices of such Third-

Party Service Providers; and 

(4) periodic assessment of such Third-Party Service Providers based on the risk they present and the 

continued adequacy of their cybersecurity practices. 

b. Such policies and procedures shall include relevant guidelines for due diligence and/or contractual 

protections relating to Third-Party Service Providers including to the extent applicable guidelines 

addressing: 

(1) the Third-Party Service Provider’s policies and procedures for access controls, including its use of 

Multi-Factor Authentication as required by section 500.12 of this Part8, to limit access to relevant 

Information Systems and Nonpublic Information; 

 
6 Source: SEC, The SEC levied a $75,000 penalty against St. Louis-based broker dealer R.T. Jones Capital Equities Inc. after hackers 

stole 100,000 individuals’ details from its webserver, and subsequently fined Morgan Stanley $1 million after hackers stole client 

information; September 2015 
7 Source: Alto Litigation, Broker Dealer and Investment Advisor Settles Charges with SEC Related to 2016 Data Breach, October 10, 

2018  
8 Section 500.12 Multi-Factor Authentication states, “Multi-Factor Authentication. (a) Based on its Risk Assessment, each Covered 

Entity shall use effective controls, which may include Multi-Factor Authentication or Risk-Based Authentication, to protect against 

unauthorized access to Nonpublic Information or Information Systems. (b) Multi-Factor Authentication shall be utilized for any 

individual accessing the Covered Entity’s internal networks from an external network, unless the Covered Entity’s CISO has approved 

in writing the use of reasonably equivalent or more secure access controls.” 

https://www.altolit.com/blog/2018/10/10/broker-dealer-and-investment-adviser-settles-charges-with-sec-related-to-2016-data-breach
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(2) the Third-Party Service Provider’s policies and procedures for use of encryption as required by 

section 500.15 of this Part9 to protect Nonpublic Information in transit and at rest; 

(3) notice to be provided to the Covered Entity in the event of a Cybersecurity Event directly 

impacting the Covered Entity’s Information Systems or the Covered Entity’s Nonpublic 

Information being held by the Third-Party Service Provider; and 

(4) representations and warranties addressing the Third-Party Service Provider’s cybersecurity 

policies and procedures that relate to the security of the Covered Entity’s Information Systems or 

Nonpublic Information. 

c. Limited Exception. An agent, employee, representative or designee of a Covered Entity who is itself a 

Covered Entity need not develop its own Third-party Information Security Policy pursuant to this section 

if the agent, employee, representative or designee follows the policy of the Covered Entity that is 

required to comply with this Part. 

 

 

  

 
9 Section 500.15 Encryption of Nonpublic Information states, “(a) As part of its cybersecurity program, based on its Risk Assessment, 

each Covered Entity shall implement controls, including encryption, to protect Nonpublic Information held or transmitted by the 

Covered Entity both in transit over external networks and at rest. (1) To the extent a Covered Entity determines that encryption of 

Nonpublic Information in transit over external networks is infeasible, the Covered Entity may instead secure such Nonpublic 

Information using effective alternative compensating controls reviewed and approved by the Covered Entity’s CISO. (2) To the extent 

a Covered Entity determines that encryption of Nonpublic Information at rest is infeasible, the Covered Entity may instead secure 

such Nonpublic Information using effective alternative compensating controls reviewed and approved by the Covered Entity’s CISO. 
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Additional Legal & Regulatory Resources  

 

FINRA’s Report on Cybersecurity Practices (February 2015) 

 

FINRA published a Report on Cybersecurity Practices in the broker dealer industry to highlight effective practices that 

firms should consider in strengthening their cybersecurity programs. Given the evolving nature, increasing frequency 

and sophistication of cybersecurity attacks, as well as the potential for harm to investors, firms and the markets, 

cybersecurity practices remain a key focus for FINRA. FINRA’s goal in publishing the report was to focus firms on a 

risk management-based approach to cybersecurity that is adaptable and capable of addressing evolving threats. 

 

FINRA Report on Selected Cybersecurity Practices (December 2018) 

 

This report continues FINRA’s efforts to share information that can help broker dealer firms further develop their 

cybersecurity programs. Firms routinely identify cybersecurity as one of their primary operational risks. Similarly, 

FINRA continues to see problematic cybersecurity practices in its examination and risk monitoring program. This 

report presents FINRA’s observations regarding effective practices that firms have implemented to address selected 

cybersecurity risks while recognizing that there is no one-size-fits-all approach to cybersecurity 

 

OCIE Cybersecurity Examination Sweep Summary (February 2015) 

 

This Risk Alert provides summary observations from OCIE’s examinations of registered broker dealers and 

investment advisers, conducted under the Cybersecurity Examination Initiative, announced April 15, 2014. 

 

New York State Department of Financial Services - Cybersecurity Requirements for Financial Services Companies 

 

The NYDFS Cybersecurity Regulation (23 NYCRR 500) is a set of regulations from the New York Department of 

Financial Services that places new cybersecurity requirements on financial institutions. This regulation imposes strict 

cybersecurity rules on covered organizations, such as banks, mortgage companies, and insurance firms. The 

regulation requires financial companies to install a detailed cybersecurity plan, enact a comprehensive cybersecurity 

policy, and initiate and maintain an ongoing reporting system for cybersecurity events. The NYDFS Cybersecurity 

Regulation applies to all entities operating under DFS licensure, registration, charter, or those that are otherwise DFS 

regulated. The regulation also applies to unregulated third-party service providers working with regulated entities. 

 

California Consumer Privacy Act of 2018 

 

The intentions of the Act are to provide California residents with the right to: 1) Know what personal data is being 

collected about them; 2) Know whether their personal data is sold or disclosed and to whom; 3) Say no to the sale of 

personal data; 4) Access their personal data; 5) Equal service and price, even if they exercise their privacy rights. 

 

The CCPA applies to any business, including any for-profit entity that collects consumers' personal data, which does 

business in California, and satisfies at least one of the following thresholds: 1) Has annual gross revenues in excess of 

$25 million; 2) Possesses the personal information of 50,000 or more consumers, households, or devices; or 3) Earns 

more than half of its annual revenue from selling consumers' personal information 

 

2018 Reform of EU Data Protection Rules 

 

As of May 2018, with the entry into application of the General Data Protection Regulation, there is one set of data 

protection rules for all companies operating in the EU, wherever they are based. Stronger rules on data protection 

mean: 1) people have more control over their personal data and 2) businesses benefit from a level playing field. 

  

https://www.finra.org/file/report-cybersecurity-practices
http://www.finra.org/sites/default/files/Cybersecurity_Report_2018.pdf
https://www.sec.gov/about/offices/ocie/cybersecurity-examination-sweep-summary.pdf
https://www.dfs.ny.gov/docs/legal/regulations/adoptions/dfsrf500txt.pdf
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=201720180SB1121
https://ec.europa.eu/commission/priorities/justice-and-fundamental-rights/data-protection/2018-reform-eu-data-protection-rules
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Cybersecurity Standards & Frameworks 

 

NIST Cybersecurity Framework 

 

This voluntary Framework consists of standards, guidelines, and best practices to manage cybersecurity-related risk.  

The Cybersecurity Framework’s prioritized, flexible, and cost-effective approach helps to promote the protection and 

resilience of critical infrastructure and other sectors important to the economy and national security. 

 

SSAE 18 / SOC Reports 

 

Some organizations have heard of SAS 70, SSAE 16, and now SSAE 18, but, haven’t seen the value, other than 

because one of their customers require it. Many companies will not even think about outsourcing functions to a 

Company who does not have a clean SOC 1 or SOC 2 Type II Report in place, especially since Vendor Management 

reviews are now required. SOC Reports are created under AICPA guidelines by trained auditors. SOC 2 Type II Reports 

require a summary of controls reasonably designed to protect confidential data and the testing of the control’s 

effectiveness over an extended period. As of the latest SSAE 18 and SOC 2 updates, vendor management and review 

of any relevant compliance / audit reports (SOC 1, SOC 2, HITRUST, ISO 27001/2, PCI, etc.) has become a key 

component of monitoring for potential security and compliance risks when outsourcing functions that use a third-

party’s data. 

 

ISO / IEC 27000 

 

A set of standards and principles for creating an Information Security Management System (ISMS). It is similar to 

other ISO standards such as ISO 9000, but focused on those used to manage information security risks and controls 

within an organization. Bringing information security deliberately under overt management control is a central 

principle throughout the ISO/IEC 27000 standards. 

 

PCI Security Standards Council 

 

The PCI Security Standards Council is a global forum for the ongoing development, enhancement, storage, 

dissemination and implementation of security standards for account data protection. The Payment Card Industry 

Security Standards Council was originally formed by American Express, Discover Financial Services, JCB International, 

MasterCard and Visa Inc. on 7 September 2006, with the goal of managing the ongoing evolution of the Payment 

Card Industry Data Security Standard. Such standards are often related to protecting money movement transactions. 

 

cleverDome 

 

cleverDome, Inc. TM is an Arizona Benefit Corporation (B Corporation) that operates as a Co-Op with Members 

including software service vendors, custodians, broker/dealers, registered investment advisers, financial advisers and 

ultimately their investor clients (cleverDome Members).  

 

cleverDome has created the first community built and proven model that redefines the standards for protecting the 

most confidential data and information of consumers in the cloud. cleverDome protects critical data by providing a 

path forward to take financial services data "under the Dome", i.e. secure and off the open internet 

 

 

  

https://www.nist.gov/cyberframework
https://www.ssae-16.com/soc-2/
https://www.iso.org/isoiec-27001-information-security.html
https://www.pcisecuritystandards.org/
https://www.cleverdome.com/
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Selected Common Vendor Due Diligence Questionnaires 

 

 

 

Center for Internet Security (CIS) — CIS Critical Security Controls (CIS First 5 / CIS Top 20) 

 

The Center for Internet Security (CIS) is a non-profit entity focused on Information Security. According to CIS, its 20 

‘Controls’ are a prioritized set of actions that protect your critical systems and data from the most pervasive cyber-

attacks. The First 5 CIS Controls are often referred to as providing cybersecurity “hygiene,” and studies show that 

implementation of the First 5 CIS Controls provides an effective defense against the most common cyber-attacks 

(~85% of attacks). The CIS Controls map to most major compliance frameworks such as the NIST Cybersecurity 

Framework, NIST 800–53, ISO 27000 series and regulations such as PCI DSS, HIPAA, NERC CIP (Critical Infrastructure 

Project), and Federal Information Security Management Act (FISMA). 

 

Cloud Security Alliance — Consensus Assessments Initiative Questionnaire (CAIQ) 

 

The CAIQ provides industry-accepted ways to document what security controls exist in IaaS, PaaS and SaaS offerings. 

The questionnaire provides a set of questions a reviewer may wish to ask of a cloud provider. The CAIQ 

questionnaire is designed to support organizations when interacting with cloud provider during the cloud provider 

assessment process by giving organizations specific questions to ask about provider operations and processes. 

Sharing the data/CAIQ results is done through the CSA's online registry for security controls, the Security, Trust and 

Assurance Registry (STAR), using STARWatch, a software-as-a-service application developed by the CSA. The 

application gives organizations a centralized way to manage and maintain the integrity of the vendor review and 

assessment process. 

 

Vendor Security Alliance Questionnaire 

 

The Vendor Security Alliance (VSA) is a coalition of companies committed to improving Internet security. The VSA 

was formed to solve these issues and streamline vendor security compliance. In collaboration with the VSA, top 

security experts and experienced compliance officers will release a yearly questionnaire to benchmark their risk. 

Companies can leverage this questionnaire to qualify vendors and ensure the appropriate controls are in place to 

improve security for everyone. The VSA is organized as a non-profit organization. The first questionnaire was 

released on October 1st, 2016. The most recent questionnaire was released in January 2019 and is available at: 

Vendor Security Alliance Questionnaire.  

 

Shared Assessments Standardized Information Gathering (SIG) Questionnaire 

 

The Shared Assessments Program is a membership organization that aims to help companies better manage third-

party risk, using controls for cybersecurity, IT, privacy data security and business resiliency. The SIG, developed by 

Shared Assessments, stands for “Standard Information Gathering”, and is a holistic tool for risk management 

assessments of cybersecurity, IT, privacy, data security and business resiliency in an information technology 

environment. Unlike some of the other assessments, the SIG evaluates vendors based on its own 18 individual “risk 

controls”. The SIG assessment works to gather pertinent information to determine how security risks are managed 

across a spectrum of those 18 risk control areas, or “domains”, within a vendor’s environment, as it calls them. 

 

https://www.cisecurity.org/
https://cloudsecurityalliance.org/
https://searchcloudsecurity.techtarget.com/definition/CAIQ-Consensus-Assessments-Initiative-Questionnaire
https://www.vendorsecurityalliance.org/
https://docs.google.com/spreadsheets/d/1DOlOiLXZvjntpufReCj1Aywc_tfRDWrY_5zoryrTEFs/edit#gid=0
https://sharedassessments.org/

